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Freedom of Information Act 2000 disclosure log entry 

Reference 
23-24086 

Date response sent 
07/06/23 

Subject 
Cybersecurity & Patient Services 

Details of enquiry 
1. For each year (2020 – 2022), please confirm how many cyberattacks your Trust has suffered?  

2. For each year (2020 – 2022), please confirm how many cyberattacks have resulted in the halting of or 

delay in delivery of care or services to patients? 

3. For each year (2020-2022), please confirm: 

a. The GBP (£) value of budget allocated to cybersecurity 

b. What percentage of the Trust’s entire budget for the financial year was spent on 

cybersecurity? 

c. How many times in the last 12 months have you audited your third-party suppliers’ 

cybersecurity measures 

Response sent 
1. For each year (2020 – 2022), please confirm how many cyberattacks your Trust has suffered?  

No direct attack suffered by the Trust. 

2. For each year (2020 – 2022), please confirm how many cyberattacks have resulted in the halting of or 

delay in delivery of care or services to patients? 

None 

3. For each year (2020-2022), please confirm: 

a. The GBP (£) value of budget allocated to cybersecurity 

This is not a separate budget.  It is included within the whole IM&T budget. 

b. What percentage of the Trust’s entire budget for the financial year was spent on cybersecurity? 

We do not breakdown to this level as Cyber security is part of overall IM&T costs 

c. How many times in the last 12 months have you audited your third-party suppliers’ cybersecurity 

measures 

As part of the annual cyber assessment, this is carried out on our external 

supplier’s systems to assure their. systems are complaint with ISO27001, or 

equivalent Cyber Essential,  and other compliance.   


